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GB/T 25069—2010 fFR L&A Rif

GM/T 0005—2012  Bifi HL 1 4G 1 B3

ISO/IEC 7816-2:2007 %I MM F 55 2 M WA m R b8 ROF FE (L (Tden-
tification cards— Integrated circuit cards—Part 2: Cards with contacts—Dimensions and location of
the contacts)

ISO/IEC 7816-6:2004 5|+ SERE KK 4 6 &4 38 %k 1 %4 5T & (Identification
cards— Integrated circuit cards— Part 6:Interindustry data elements for interchange)

ISO/IEC 15946-1:2008 {5 BH A %4HEAR RTFHEMAOFESEAR H 18> 20
(Information technology—Security techniques—Cryptographic techniques based on elliptic curves—
Part 1:General)

ISO/IEC 15946-3:2002 f{5@#A %&HAR HFHMEMEMHESEAR 5380 ROHHE
(Information technology—Security techniques—Cryptographic techniques based on elliptic curves—
Part 3: Key establishment)

ISO/IEC 9797-1:2011 {5 B8R (REHA WHELLHERT 5 130 B HLEH [Infor-
mation technology. Security techniques. Message Authentication Codes (MACs)—Part 1:Mechanisms
using a block cipher]

ISO/IEC 10116:2006 {584 AR LL&HEAR » M HBH %O ERME S X (Information technolo-

gy—Security techniques—Modes of operation for an n-bit block cipher)
GP22.2011 4 ERF 4 E#iE (GlobalPlatform Card Specification)
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3.1.2

N AL E#E BT application protocol data unit; APDU
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3.1.3
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3.1.4

+#3E#H cardholder

B FSiR AL LB THREM,.
3.1.5

+%4TH card issuer

Xt BE R AT N AL IRER 4141,
3.1.6

AR HE  embedded software

TE R A B A 32 47 BB, LA 0T 5 1) 98 95 R A 4
3.1.7

ATHITROSE L4 executable load file

SEPRAFAE T RE R A & — AN 3024 B0 B9 T DAT A0 RS 60 28 88 , B BE T LUR 7 28 R AR b L 1
AT LUV Ay i 28 S 5008 B i) AR 7E AT 28 N AE R A R
3.1.8

BEHEft mobile payment

BT R NFC-SWP R NFC 2435 77 2 89 FHL & 55 85 B XAl %5 .
3.1.9

FA%$8  private key

A XF BRI % L B A TR .
3.1.10

A48 public key

FE X R0 % % P L AT .
3.1.11

RL{5iE secure channel

A RE AR M I AR i 22 1) A 1 1658 0 4 0t I o 22 4 (% IR A 15 WL
3.1.12

KL security domain

BT R BE R AM SR (Bl a0 % Ky R AR B RS R KL GEEE R X
A e ik,
3.1.13

RELHBIT secure element;SE
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3.1.14
WABAAINRELR  universal subscriber identifier module; USIM
i P B R H T 3G Bah M) .
3.1.15
FTFAH open
GlobalPlatform F & ) SCit iz FT R B 414 .
3.1.16
Java & Java card
i T8 iR YU A B AR AL 4E Java Card R4 Java Card - \Java Card Applet % .
3.1.17
23K FH globalplatform
2 T B AR 0 AR 1 R L AL E A B 8% L B % 2 30, GlobalPlatform Jif F] 4 78 £ 1 %

HE.
3.1.18
iE3%i%{5 near field communication; NFC
IR LA FERAR,
3.2 HR&iE
F % 45 w1758 AT A SO .
AID i FFR R 4F (Application Identifier)
APDU i F P i % 88 76 ( Application Protocol Data Unit)
API i F 45 #2325 11 (Application Programming Interface)
ATR n )7 & i i 2 (Answer To Reset)
CAD S fE R I % (Card Acceptor Device)
CA i BN IEHLH (Certificate Authority)
CASD HE I E HLH % 438, (Certificate Authority Security Domain)
CC @ #E M) (Common Criteria)
CCM S RE £ N &% 1 (Card Content Management)
CLF 4 42 fih 7if %% (Contactless Front-end)
CPLC B HE 4 754 A 8 13 B (Card Production Life Cycle Data)
CVM B e £ 54 ARIF /7 #: (Cardholder Verification Method)
DAP ¥4 36 3F #L, (Data Authentication Pattern)
DES B4 i %5 b5 ME (Data Encryption Standard)
DFA 243 S 43 #7 (Differential Fault Analysis)
DPA {4 /43 T %43 B (Differential Power Analysis)
EAL PEAL R F 2% (Evaluation Assurance Level)
EEPROM A #8 ] 4 £ 2 {77 6% 28 (Electrically Erasable Programmable Read Only Memory)
EMA B3 1% 4 #7 (Electro-Magnetic Analysis)
EPA % 8 3h # 43 Bt (Emanation Power Analysis)
GP 4B 4 (GlobalPlatform)
ISD S e & AT R 42 (Issuer Security Domain)
NFC 11 3% {# (Near Field Communication)
0S ¥ 4E & 4t (Operating System)

PP {541 %¢ BE (Protection Profile)
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SC 4 {5 18 (Secure Channel)

SCP FRE K F 4 (Smart Card Platform)

SD %45 (Security Domain)

SE 4 4> %55 (Secure Element)

SF 44 I HE (Security Function)

SFP % 4TI HE K W% (Security Function Policy)

SIM P & {3 Bk (Subscriber Identity Module)

SSD 4l By % 4 3 (Supplementary Security Domain)

ST %4 H b (Security Target)

TOE PEAL Xt 4 (Target of Evaluation)

TSF TOE %231 (TOE Security Functions)

TSP TOE % 4 % #% (TOE Security)

VA BEUEHLAY (Verification Authority)

VASD S0 UE P % 43 (Verification Authority Security Domain)

vICC it % i HL % K (Universal Integrated Circuit Card)
4 #Rik

HHH (7 ARG ER R B 802,11 L1 AN A5 4 . TC2R 1394 G BE B il (5 %5, b E B S
3 5 2 AR 15 £ 30 B %5 J L i L AT LA 48 i SIM FE i A R &2 T iim, 2 s 7 4
B — DRI R . AbRMEE X 5T 3T 0 Bl (S AR B sl T A TR 2,

A ifEF HH Common CriteriaGlE IR M) Z 2 NIEAR R M TEEBS LR BEREANBHE T
SR E AT R B R,

TER B L 1 3 {4355 |, SIM(Subscriber Identity Module, ] /4 B ) £ . SAM(Secure Access
Module, & @AY F RN B L LPTCRL LT RO R SHED BEMRE (RESEYS
%5 DRE . APRMEXT SIM £ SAM £ HMIN B L LB TilITTRLYH,

HHE R ER sh i F ST U EAFE B RUE L. — Fp J& UICC(Universal Integrated Circuit Card, i
FHAE R #6) + L B SIM £ 8% USIM (Universal SIM., i@ A SIM) =, Z 2 E FHLHY SIM Kb 5 T
AT 5 3 S 50 b G SRR RS ey F AT IR 55— Fh R N BT AR B R AR £ AT
X s XA fE.

5 EFEIMK(TOE)

5.1 #fiA

AR HE TR WAL X G (TOE) 248 F B 8 7 X180 UICC £ MM B %4 85,

TOE e 13T (5 03 % 50  RGEMR %5 .58 5 B 2 B4 | 6 5 3500 4% 70 45 Iy i

AR HERTIR TOE M AIER . UICC R MM E %2 85T. UICC £, B) SIM/USIM £, & % #4575 5
WP AT I REST 8 R LR DIl 9 B R @ BT I B B T A DB R e (S Tk

TOE 95 s 1 s,































































































































































































































































